# Group Policy Introduction

## Group Policy

Group Policy allows you to setup users’ environments only once, and to rely on the operating system to enforce them thereafter.

Group Policy objects(GPO) are different from profiles. A profile is a user environment setting that a user can change desktop settings, registry settings in NTUser.dat files, profiles directory, My Documents, or Favorites. You, as the administrator, manage and maintain Group Policy, an MMC hosted administrative tool used to set policy on groups of users and computers.

## Local Group Policy

As its name implies, it is stored on a local machine at \systemroot\System32\GroupPolicy. It can be useful if you only need to apply certain settings to a small number of Windows XP or Windows 2000 clients, or your clients are not members of a domain.

## Active Directory Structure and Group Policy

Group Policy uses the Active Directory structure (referred to in this course as the Active Directory hierarchy) as a map for applying specific GPOs to specific Users and Computers. Group Policy objects are linked to Active Directory container objects…Sites, Domains, or Organizational Units (SDOUs). And any of these objects may have links to one or multiple GPOs. The location of the User or Computer account and the GPOs linked to the Site, Domain or Organizational Unit(s) in which those accounts reside determine what Policies are applied to the User or Computer.

It is important to note that GPOs are linked only from objects of objectClass=Site, objectClass=domainDNS, and objectClass=OrganizationalUnit. These objects can contain other objects. For simplicity, these objects will be referred to as Group Policy containers when used generally in this course.

## The Order of Group Policy Application

The local Group Policy object is applied first. Then site-linked Group Policy objects are applied in specified order, then domain-linked ones in specified order, and lastly organizational unit-linked Group Policy objects beginning at the highest (in Active Directory hierarchy) organizational unit containing the user or computer account and ending with the lowest (closest to the user or computer) organizational unit containing the user or computer. At each organizational unit, any Group Policy objects linked to it are applied in administratively specified order.

The order of application detailed in the previous paragraph (1. Local, 2. Site, 3. Domain, 4. Organizational Unit) is significant to the architecture of Active Directory, because by default, policy applied later overwrites policy applied earlier for each setting that is either Enabled or Disabled. Settings that are not configured do not overwrite anything — any Enabled or Disabled setting applied earlier is allowed to persist.

This is the default behavior for policy application. Mechanisms do exist that let you either force or prevent Group Policy objects from affecting groups of users or computers. The most powerful mechanisms for avoiding the default behavior are the **No Override** and **Block Policy Inheritance** settings. These settings can be configured via the GPO properties. It is best to minimize the use of these.

What happens if these two settings appear to conflict? For example: an Administrator at the OU level could set the Block Inheritance flag for that OU, which would prevent Policies from above applying to accounts in that OU or in child OUs. However, if the Domain or Enterprise Administrator has set the No Override flag on a GPO, this would trump the Block Inheritance setting at the OU level.

In order for a GPO to apply to a given user or computer, that user or computer must have both **Read** and **Apply Group Policy** permissions on the GPO. By default, Authenticated Users have both Apply Group Policy and Read permissions set to Allow. Both of these permissions are managed together as a single unit by using Security Filtering in Group Policy Management Console (GPMC).

To set the permissions for a given GPO:

1. Right click the OU and select **Properties.**
2. Select the **Group Policy** tab.
3. Select the correct Group Policy and click the **Properties** button.
4. Select the **Security** tab.

## Location of GPOs

Domain Group Policy objects store Group Policy information in two locations: a Group Policy container and a Group Policy template. They are named with a globally unique identifier (GUID), which is used to keep them synchronized.

![Diagram

Description automatically generated](data:image/png;base64,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)

### Group Policy Container

The Group Policy container, located under cn=system, is an Active Directory storage area for Group Policy object properties; it includes both computer and user Group Policy information. The Group Policy container has the following properties:

* Version Information

This makes sure that the information is synchronized with the Group Policy template information.

* Status Information

This indicates whether the Group Policy object is enabled or disabled.

* Components with Settings in GPO

List of components (extensions) that have settings in the Group Policy object.

* Policy Settings as Defined by the Extension Snap-ins

This data repository contains data for all applications, interfaces, and APIs that provide for application publishing and assigning.

### Group Policy Template

Group Policy template is located in the System Volume folder of domain controllers (Sysvol) in the \Policies subfolder. The Group Policy template is the container where Administrative Template–based policy settings, Security Settings, applications available for Software Installation, and script files are stored.

When you modify a Group Policy object, the directory name given to the Group Policy template is the GUID of the Group Policy object that you modify.

For example, a Group Policy template folder might be named as shown in the following example:

%systemroot%\sysvol\SYSVOL\www.Reskit.com\Policies\{47636445-af79-11d0-91fe-080036644603}

A Group Policy snap-in can store data outside the Group Policy object; however, this requires that at least a link to the Group Policy object be stored either in a Group Policy container (Active Directory data store) or in a Group Policy template (file-type data stored on the Sysvol folder).

### Viewing and Reporting of Policy Settings

When multiple GPOs apply to a given user or computer, they can contain conflicting policy settings. For most policy settings, the final value of the policy setting is set only by the highest precedent GPO that contains that setting. Resultant Set of Policy (RSoP) helps you understand and identify the final set of policy that is applied as well as settings that did not apply as a result of policy inheritance.

Specifically, Resultant Set of Policy helps you determine:

* The final value of the setting that is applied as a result of all the GPOs.
* The final GPO that set the value of this setting (also known as the winning GPO).
* Precedence details that show any other GPOs that attempted to set this setting and the value that each GPO attempted to set for that policy setting.

Group Policy Management Console addresses some common reporting requirements including the ability to document all the settings in a GPO to a file for printing or viewing.

# Delegating Administration of Group Policy

Organizations need to be able to delegate administration of Group Policy to other administrators who can take responsibility for a given OU, domain, or other container. Active Directory is designed to allow you to delegate control of portions of the directory service in managing aspects of Group Policy. The following areas can be delegated:

* GPO delegation. This includes permission to **create** GPOs in a domain or permission to **edit** an existing GPO. Note that having permission to edit a GPO **does not** include any delegated rights on the GPO links.
* Link delegation. This includes permission to add, delete, or change links to GPOs. Note that having link delegation **does not** include any delegated rights on the GPO itself.
* RSOP delegation. This includes permission to run RSoP (in either planning or logging mode) on objects under a container.
* WMI filter delegation. This includes permission to create WMI filters or permission to edit an existing filter.

In GPMC, delegation is simplified because it manages the various Access Control Entries (ACEs) required for a task as a single bundle of permissions for the task. You can also use the Access Control List (ACL) editor to view or manage these permissions manually.

The underlying mechanism for achieving delegation is the application of the appropriate DACLs to GPOs and other objects in Active Directory. This mechanism is identical to using security groups to filter the application of GPOs to various users. You can also specify Group Policy to control who can use MMC snap-ins. For example, you can use Group Policy to manage the rights to create, configure, and use MMC consoles, and to control access to individual snap-ins.

# What Is User Group Policy Loopback Mode?

Group Policy applies to the user or computer in a manner that depends on where both the user and the computer objects are located in Active Directory. In some cases, this processing order may not be appropriate (for example, when you do not want applications that have been assigned or published to the users in their OU to be installed while they are logged on to the computers in some specific OU). With the Group Policy loopback support feature, you can specify two other ways to retrieve the list of GPOs for any user of the computers in this specific OU:

* **Merge Mode**

In this mode, when the user logs on, the user's list of GPOs is gathered normally. Then the computer’s list of GPOs is gathered using the computer's location in Active Directory. The list of GPOs for the computer is then added to the end of the GPOs for the user. This causes the computer's GPOs to have higher precedence than the user's GPOs.

* **Replace Mode**

In this mode, the user's list of GPOs is not gathered. Only the list of GPOs based on the computer object is used.

# Group Policy Dependencies

Group Policy has several key dependencies.

Domain-based Group Policy requires an Active Directory environment with DNS properly configured.

## Active Directory

In a network environment, Group Policy depends on Active Directory as the targeting framework that allows you to link GPOs to specific Active Directory containers such as sites, domains, or OUs.

In a stand-alone environment without Active Directory, you can use Local Group Policy objects to configure settings on individual computers.

## Domain Name System (DNS)

**Group Policy application** requires clients to access specified servers, including domain controllers and other servers such as share points and install points.

**Group Policy management** also requires access to domain controllers. If the network is functioning, but clients or consoles such as the Group Policy Object Editor or GPMC are unable to locate the servers, there might be a problem with your network's DNS system.

## Replication

Group Policy depends on other technologies in order to properly replicate between domain controllers in a network environment. A GPO is a virtual object stored in both Active Directory and the Sysvol of a domain controller.

**Property settings**, stored in the Group Policy container, are replicated through Active Directory replication. Replication automatically copies the changes that originate on a writable directory partition replica to all other domain controllers that hold the same directory partition replica. More specifically, a destination domain controller pulls these changes from the source domain controller.

**Data settings**, stored in the Sysvol as the Group Policy template, are replicated through the File Replication Service (FRS), which provides multi-master file replication for designated directory trees between designated servers running Windows Server 2003.

**The Group Policy container** stores GPO properties, including information about version, GPO status, and a list of components that have settings in the GPO.

**The Group Policy template** is a directory structure within the file system that stores Administrative Template-based policy settings, security settings, script files, and information regarding applications that are available for software installation. The Group Policy template is located in Sysvol in the \Policies sub-directory for its domain.

GPOs are identified by their globally unique identifiers (GUIDs) and stored at the domain level. The settings from a GPO are only applied when the Group Policy container and Group Policy template are synchronized.

## DFS publishing

The Sysvol folder is shared on each domain controller and is accessible through the UNC path \\dcname.domainname\sysvol.

The Sysvol is also published as a domain-based Distributed File System (DFS) share. This allows clients to access the Sysvol by using the generic path \\domainname\sysvol. A request for a DFS referral for \\domainname\sysvol will always return a replica in the same Active Directory site as the client if one is available. This is the mechanism that the Group Policy client-side extensions use to retrieve a local copy of the Group Policy template information.

# Core Group Policy Physical Structure

Understanding where GPOs are stored and how they are structured can help you troubleshoot problems you might encounter when you implement Group Policy. Although GPOs can be linked to sites, domains, and OUs, they are stored only in the domain. As explained earlier, a GPO is a virtual object that stores its data in two locations: a Group Policy container and a Group Policy template.

## Group Policy Container

A Group Policy container is a location in Active Directory that stores GPOs and their properties. The properties of a GPO include both computer and user Group Policy information. The Policies container is the default location of GPOs. The path to the Policies container, in Lightweight Directory Access Protocol (LDAP) syntax, is CN=Policies,CN=System,DC=Domain\_Name, where the Domain\_Name values specify a fully qualified domain name (FQDN).

Some of the information in a Group Policy container includes:

* Version information

Ensures that the information is synchronized with the Group Policy template information.

* Status information

Indicates whether the user or computer portion of the GPO is enabled or disabled.

* List of components

Lists (extensions) that have settings in the GPO. These attributes are gPCMachineExtensionNames and gPCUserExtensionNames.

* **File system path**

Specifies the Universal Naming Convention (UNC) path to the Sysvol folder. This attribute is gPCFileSysPath.

* **Functionality version**

Gives the version of the tool that created the GPO. Currently, this is version 2. This attribute is gPCFunctionalityVersion.

* **WMI filter**

Contains the distinguished name of the WMI filter. This attribute is gPCWQLFilter.

## System Container

Each Windows Server 2003 domain contains a System container. The System container stores per-domain configuration settings, including GPO property settings, Group Policy container settings, IP Security settings, and WMI policy settings. IP Security and WMI policy are deployed to client computers through the GPO infrastructure.

The following subcontainers of the System container hold GPO-related settings:

* Policies.   
  This object contains groupPolicyContainer objects listed by their unique name. Each groupPolicyContainer object holds subcontainers for selected computer and user policy settings.
* Domain, OUs and Sites.   
  These objects contain two GPO property settings, gPLink and gPOptions.
* Default Domain Policy.   
  This object contains the AppCategories container, which is part of the Group Policy Software installation extension.
* IP Security.   
  This object contains IP Security policy settings that are linked to a GPO. The linked IP Security policy is applied to the recipients (user or computer) of the GPO.
* WMIPolicy.   
  This object contains WMI filters that can be applied to GPOs. WMI filters contain one or more Windows Query Language (WQL) statements.

## System\Policies Container

The System container is a top level container found in each domain naming context. It is normally hidden from view in the Active Directory Users and Computers snap-in but can be made visible by selecting “Advanced Features” from the snap-in View menu inside MMC. (showInAdvancedViewOnly = TRUE.) Group Policy information is stored in the Policies subcontainer of this container. Each GPO is identified by a GroupPolicyContainer object stored within the Policies container.

The Group Policy container is located in **the Domain\_Name/System/Policies container**. Each Group Policy container is given a common name (CN) and this name is also assigned as the container name.

The default GPOs are assigned the same Group Policy container CN on all domains. All other GPOs are assigned a unique CN. The default GPOs and their Group Policy container common names are:

• **Default Domain Policy**: {31B2F340-016D-11D2-945F-00C04FB984F9}.

• **Default Domain Controllers Policy**: {6AC1786C-016F-11D2-945F-00C04fB984F9}.

Knowing the common names of the default GPOs will help you distinguish them from non-default GPOs.

# How a Group Policy Container is Named

Group Policy containers are named automatically when they are created. The CN of each Group Policy container is a GUID (Globally Unique Identifier). This is distinct from and unrelated to the Object GUID given to each Active Directory object. The CN is the name of the Group Policy container used to ensure uniqueness of Group Policy container names within the Policies container. There is no requirement for these GUIDs to be unique between domains (the Default Domain Policy and the Default Domain Controllers Policy GPOs each have identical GUIDs in all Active Directory installations). However, an Object GUID is always unique across all installations of the Active Directory store.

The following table shows permissions on Group Policy container:

**Default Group Policy Container Permissions**

|  |  |
| --- | --- |
| **Trustee** | **Access** |
| Authenticated Users | Read, Apply Group Policy |
| Domain Admins | Read, Write |
| System | Read, Write |

## GPO Attributes in the Policies CN

GPOs are created by instantiating the groupPolicyContainer class in the Active Directory schema and storing the resulting GPO in the System/Policies container of the Active Directory store. After creating a GPO, you can review its CN from the Active Directory Users and Computers snap-in. You can review all GPO attributes and their values from the ADSI Edit.

**Mandatory Attributes of the groupPolicyContainer Class**

|  |  |
| --- | --- |
| **Name** | **Description** |
| CN | The common name of the GPO. This is in the form of a GUID to avoid GPO naming conflicts within the Policies container. |
| instanceType | An attribute that dictates how an object is instantiated from its class on a particular server. In this case, it describes how the groupPolicyContainer class is created into a GPO in the Active Directory. A GPO is assigned the instanceType value of 4. |
| objectCategory | An object class name, including the object's path, used to group object's of the instantiated class. For example, the objectCategory of a GPO in the contoso.com domain is: **CN=Group-Policy-Container, CN=Schema, CN=Configuration, DC=contoso,DC=com**. |
| objectClass | The list of classes from which this class is derived. For a GPO, the objectClass is **Container, groupPolicyContainer, and top**. |

There are also a number of optional attributes **inherited** from the top class, and others that are assigned directly to the Group Policy container. Many optional attributes are required in order for the Group Policy container to function properly. For example, the **GPCFileSysPath** optional attribute must be present or the Group Policy container will not be linked to its corresponding Group Policy template.

## GroupPolicyContainer Subcontainers

Within the GroupPolicyContainer there are a series of subcontainers. The first level of subcontainers — **User** and **Machine** — belong to the class Container. These two containers are used to separate some User-specific and Computer-specific Group Policy components.

## Group Policy Container-Related Attributes of Domain, Site, and OU Containers

Windows Server 2003 uses domain, DNS, site, and organizational unit classes to create domain, site, and OU container objects respectively. These objects contain two optional Group Policy container-related attributes, **gPLink** and **gPOptions**.

* **gPLink** property contains the prioritized list of GPOs.   
  The **gPLink** attribute holds a list of all Group Policy containers linked to the container and a number for each listed Group Policy container, that represents the **Enforced** (previously known as No Override) and **Disabled** option settings. The list appears in priority order from lowest to highest priority GPO.
* **gPOptions** property contains the Block Policy Inheritance setting.   
  The **gPOptions** attribute holds an integer value that indicates whether the Block Policy Inheritance option of a domain or OU is enabled (1) or disabled (0).

## Managing Group Policy Links for a Site, Domain, or OU

To manage GPO links to a site, domain, or OU, you must have read and write access to the **gPLink** and **gPOptions** properties. By default,

* **Domain Admins** have this permission for domains and organizational unit
* Only **Enterprise Admins** and **Domain Admins of the forest root domain** can manage links to sites.

Active Directory supports security settings on a per-property basis. This means that a non-administrator can be delegated read and write access to specific properties.

* E.g., if non-administrators have read and write access to the gPLink and gPOptions properties, they can manage the list of GPOs linked to that site, domain, or OU.

## How WMIPolicy Objects are Stored and Associated with Group Policy Container Objects

A single WMI filter can be assigned to a Group Policy container. The Group Policy container stores the distinguished name of the filter in **gPCWQLFilter** attribute. The Group Policy container locates the assigned filter in the **System/WMIPolicy/SOM** container.

Each Windows Server 2003 domain stores its WMI filters in this Active Directory container. Each WMI filter stored in the SOM container lists the rules that define the WMI filter.

Each rule is listed separately. For example, consider a WMI filter containing the following three WQL queries:

SELECT \* FROM Win32\_Product WHERE IdentifyingNumber = "{5E076CF2-EFED-43A2-A623-13E0D62EC7E0}"

SELECT \* FROM Win32\_Product WHERE IdentifyingNumber = "{242365CD-80F2-11D2-989A-00C04F7978A9}"

SELECT \* FROM Win32\_Product WHERE IdentifyingNumber = "{00000409-78E1-11D2-B60F-006097C998E7}"

Three WMI rules are defined in the details of the filter. Each rule contains a number of attributes, including the query language (WQL) and the WMI namespace queried by the rule.